dunsaulsiuos

o YrAlen 5609 (R



Uniade

asnsuliues (CYBER WAR) Aa n1sldweinieiia
iielaniuszinadng Tnenisualiinnudomenes funnsv
a1n51u9399 Inglilanluuedifuedodle vlimaneudene
AuNEAIN ihdunsesiegAurseinglulanase sauddludauns
MsThRerhanesEUUReNRImesTidf Snainsyleiues
FaduGowenslioynmmaluiesvesdlandnis ilelawd
Snanfnds iadioduy anau aunsethaeddneini iesan
aufmtimaneluladyiily finmsdeuloanietnsnonfiunes
vangduiaiewhlandiiediu wieiBuninedevedumesiie
uananazivszlovilufuveanisinsedearsiulsvialanudy
Suwesilndvanunsalfidueys Tunensmns uaznsasasiusie
Hunavilyinsvhasasuaslunnasesuguuuuid 9 Tuegann

asnsULuuniszanlusdvesmsvihasasusun sy uy
iwodieBumedidn viefidunin CYBER WAR deasasuiional
Fududeandourdmmaniognlsunsailulandindn iiesusiils
oaoneufumed udumeuiiuAduedamindu Aanansavinany
ddnlAnaudemeld wiinaylifinisfissudanduoians wie
ozlsfinmanigewinlédeindudirduasnsuiluves linsy
lowesinsna uifivaneUssmanddnoamiuansuiluueige
W Fu Sade Aldnenwfisseainsofiazuenssuuvesansgle
Wuiy wianigazquileuindanuwilenitlusuasnsuluues
wionahianesmensduduusiausly wasmnasmsulsiussiia
JufiugUuutaenonugndsesndlsoysumafignland esn
Tanluthguiimsiemszuuirietisnexfiomes lunsvingsia uas
Ranssuegmasanan dainnuUszanniiazglandainuenines

80 UTTNTBIATHIS
|_



v A 4

Feanunsoaseenudernglifauuld wu Rululydvesgnueneia

v Y
A

amely anudumenisieonagnalugly vieduq Snannane

avnsaleves tuidviwasssenstvungnseans
Tunangqussnaladniswisunisiiussmaianunien wasiida
auannsolunmsinasesuleues fduussinalne aasweunts
Tylszimatanunisuuwaziaudnauausalunsitainsy
loueslegluseiugs

vt

TunAITTYLINTBIANITIUN bo ansgoLsNIlaNmUILaY
Weyssialniilsedinis tanedanesdysinisnisuiielng
Fusnialmimihnuirnmsluassailamaguuul nglud boos
ansgosnlanineslyrinislowed Juduniissunivnng
finsfalunisuianismiasnsny lowes widslineslywinig
WudeanuillunaneUsena Wy Sade Iu 1nvals 09AnImMuUNITYT
wagn1snmsmatimasaseumdedlumsvinasnsiulsues sevane
a aa v o, . ” I s A o o aa a
daiSeniudi “Logic Bomb” (BandlaT viseynmasiunseuunse

A 1 =) ¥ & 3 & 1 « 9
e kay/viseauteuaviseveriiwisluaTevie) uay “Trapdoor
(wonAwsUsyaeAse Ngniidlussuulaglilasuounn Wudiiay
Wansndaasatne viselusunsutiulaglilasueugialuniends)

fisn https://newstextarea.com/cyber-wars-of-the-future-what-experts-warn-of/

zz‘73n‘752‘79121a7‘75’| 81




Sleldgunsaifeuseinietne lunsfadelusunsy awnsn
wufoanAuaning Sawivarsuszaniionili ssuuaany
Uasasfoanoglumuide uazeadmanseyusemsauYessEuy
AaLfames Mstawfishe “Logic Bomb Attack” dafiufauwaiuszummils
fivliAnnansznusodmineagrseussld sawrd Logic Bomb
(goWdln$ vidoyamdsfiannsalassuuvienietny wag/vioau
Hoyavdenoiuasluatoreld) Tuegiunadouldadibusunse
adlulusunsu Tneusssoglulusunsudu aundragfananiidivun
Wlsndumslasfidvmne Tunsdiuninosasdmualy douas
fudunslandidmne Wessiuieulvunaszns enadunns
TaudfvilsAnanudemennn esantihmnefifndemoniinsi
¥ iuedesmoufiunefiuinhiaietauns iWesmnlidunaudfiui
poufunesThaLRnUnG vielnindasliflusunsuiifndafiiy
Usngtunediezlsutan auninaeiaanirmunliliaus dawss
Logic Bomb Hufifanruannsavatsasns iy aulwd wlusdaya
Uasunsindalusunsunsousnslavaaues nIoldnsnens
53UV “Trapdoor” 1138 “Backdoor” (wevlilasusyasaine fignii
Tuszuulagldldsueyane Wudienlansthduesdetis vie
Tusunsuihilaglildsuoynelumends) Tsunsuiidavhiutuay
feniifurudululusunsy iufiewiteiiglusunsy vieluga
1élaenss Fududesnilunisgnlaufld Tnsaeuindaiiauadionly
Tugudud Tumsvassulsvestunisasiiolaufideutuiiian
Tnanusnn Whmnenislasfduausogniadld lidavegilely
Ton shlsilomananeiduingrnisaifigeléunnegiebs dadumsh
asnsulsveiuiagnunTaduaruduagienn

82 UTTNTBIATHIS
|_



UsemenduiRnrumaluladival Wensisv 9 Fuanldou
p1aluliidsaanely dvnnesinvesUseimaliudinmasinegiu
as = Y = Y saa 1 A
Tmsegldunluein anuweiulugnlsunsalnfaininaiynim

= v & ¥ o a a 1 & v v
wilolas gduduinfinvetoriseiniudonanateduguils
dudeusiinrzanunsasiiunsdesiuesmanila

ey’

msvhasasiuleives? Jeglsthemhunldiduerslunisloud

duAuksn a1 llagnianldlunisnesivgyinssy
vulanluues Fufntuegaaenial Ineasd Botnet (Junguues
saa o s N I3 A v o a a
gunsalfndiauasuargniuasudu Bot) Mneuazaiiunislaud
Wmsne wuu DDoS (Distribute Denial of Service ) Aa N15UfLas
nstiuing dafunsyiliaies vseninennsiesevte dwmsudmine
ngnlandlduinislale wieeravilinisusmsneg veavedn wse
imtiidesuuanuaulaangauaszuu tivelvaiunsalaud
Whnsneuiaseladnedu (Smoke Screen DDoS) saanaaziduls
N@8I0819 UBNINMALANIT Hacking U89 Hacker §38in1slauf
Snvannvany wu wadanislandluu Social engineering @slyila
Tauffszuy wilunslaudngltsyuu viseweila Spear Phishing {uns
assanrunsalliltunnenate Wi nsEenN Ba 3o
I 3 ] A v A !
Aulsdvasu ielumbiessliimnevaside uazvasnasitving
Tinsenveyadiuseing o vie dalusunsulviiafiauniomeninaines
aufuaninesaoiniskanihldusslovd Wusu uidennaiuiu
=3 a ¥ [ 2 1 =3
nanusatinannaelulauazUesiulaenn agelsiniu Hacker
aunsalaudludunienesng 9 lalneass Woudadanlanfisyuy
iAuddey (Highly Sensitive) wsaiiluauduls

zz73n7ai79721a775’| 83



H#'ll

fisn http://monsoonphotonews.blogspot.com/2013/09/un.html

ANSFOIISN LALLM IUIAINTIATET NMNUATIILEANTT
YYosrnNLs fuosiedes uaglilisamadug Torystundes
nEudu fe 33y Ussinaidvouaufniudaiea treilanisasa
AuUBaseanIunIegsi wazlalinuneI81U08 199399 IMVUEUY
Tuduilazaseunsesesinedes deuniuszmaiidudiTornsy
FEudsdeasdvd BBurdadssndetuedostun JeldAans
Nuslanionans ignasdeinduanuinaniondes uidslsidy
fudnin oresfignitanetuduaniuiindeiundesasovdol

= a va ¢

1 a a I 1 d' Y a a o w
YIHUANTILAINEKIN ‘ULiEJEJ’]'\JVLZJGLGULﬂ']MN’]EJWLL‘V]Qi\‘i BABDFAINDANTEAN

Y
1 A

dedurudeuludedusiu Tvuindasieaauisalaufvinues

o

= Y =

Wearuiuaiasaauiniiundesvesdnsuls maniedusuly
gflATINIHAILTIATYS

84 uSnTagars
|_



Waieuiugeu U a.fAlboow NNIATHYITIaN1my Iy

N Ao w1 % o a A
panve3di5e Yaluaiasimaineairlagldaunuinimvamiie gn
radudasiealaui lneunaanvesdasieasyyd anunggnlaum

&, a a a sa a A
LTJUIi\N']UNaG]@TJﬁU'JLﬂaﬁ]i‘ﬂ@@ﬂLL‘U‘UI@?JLﬂ']‘ViaL‘VTu@

7 https://mgronline.com/around/detail/9610000028253

aendlsfiny [Hemdsmudnduimued GeilFosldulan
TeegBnetn MimundEeliiunanetuduasaafifteszuudesiu
fomsonma TumAuveaieudugnoutiy Bt flvesnesindde
Riumupasansvesuathdlnddanaanan ndwndiviadlutudy
Savneadanmslimmavesmuiiuszsmseguuiisugslngu wiumion
Lﬁmﬂﬁ’mmﬂﬁﬁuﬁuamawmsﬁqﬂei'ns'?faLﬂuﬁuﬁ%ﬂiaaaq"luﬁwmu
9098530 wazdasiea Mt laufonansiidesasdulionaniiodiu
Tnodssduiiuszneudie F-15 3ifa uaz F-16 flanea Tnedusinu
1t Buedestumad Ssegundlnannanuaunselunis
aoau vanduansens luvasdunewindGeinswiounsouetng
gagnszvuiiosiufonmemevesdBemsmsadugaduidhunlassls

o/ PN

AU LarAIsinRaTNULABIATYREISY uiuTINg T

[ P

Lifidyaudou Liignainsuuseisnive@isuuduitosuuaasns

w1FnT5sigierts
o s



Lflozlsinunausingliiiu wanamaliiiuiniiuivesdiFedu
ERIHE!

flan - https://www.tnews.co.th/social/354249

fian - https://twitter.com/siraxkyungsoo/status/1396119751777083399/photo/1

vavnmsal B3eldagunatn reufiezgnlanfiaietneszuy
Jasiudenisenievesdizegnaseuasedlaedasiea laawdnly
auausyuutesiudenieneldlinsadugeduls vililaidng
LA MUTINgUURBIEANS miinesidSauunreism i

86 UTTNTBIATHIS
|llllllll



=

unihlignungnuasiinnnuvaeady udluauduaseduiims

q 9

Py TueaNUBIISY gnunsnuazanagneglanslaufvesilunssuin
dasea lnvszuulesiudunmeonnevesdiSetuliannsaseaudale
wsegnAIuANlaedaTiea FasvuulesiudemeeniAvesdiSeliy
aslaesade F5eelaaeunulunsade Tinsageuinsyuuiin
wanlangals urussauantinsulsivesnaulivseuannlanuites
1 wsnztinsulsuesdasiealiisnisdshiadnlumunusaisves
N a 9 YN a a = % = = Yaa
#i3e WlvadEunsnusuredasieanyndilaui ununagldds
lUladnesednemsvesdite Fenaagviliinnisgade vise
mstamsvhanedmanglidnsala avulaindasieaiauaunis
Tauagiseluamsuluuesliedneling wdeiosuseiunin dasiea
lsognsls Fellaudulule m 35 MdasieaanusansaUATes
syuunstesiudeniseinavesdizele
ad = I Pl 1 a a =l 1
Asusn danudululenn Aeunslaufvesdaseaiinisds
(UAV) Tudnasudnivluiuih@Se Tneadatudlvegluwuadyan
9952 UULIANTURIAUAYN9DINIAUDITIEE AIURENLAITZUULIANS
syasdryayraeaniulunianiewingg Wedmyarandalunsenuiuingle
ALNBUNAUINGUATEITU MaeRINTusEUUIRUSTINaTaYAUAY
wanaNaeenu1i ngiidaunsenuliuveginta Juegluseiuniny
] = < ' = I3 A dyd ¥ @ a
gavile danudwinls uaslivwninlvgiieds aseliiiveinanss
dAtyUsznsuilsey Huhfe dygronsaindsdyaradidnnselind
santuluoniAtusz ity nlAsudyaIasounauTnun s
szuumpLtImesAnadl TuunAuAY datusnsTaluatioudsey
MnUanianressudugradidannselindndweanluaumes lshniu
A Y o v a ' &
Meguuripsiindudiuiluszuu UAV vesdasieanialignnuiiu
i Tsrvudaaiudenieen1ave@ise Ins1zenagniafeuse

zz73n7ai79721a775’| 87



Tanfigadunserinuiianiawesdyanusanslumedu wiuiavasyiou
nauludaunasiun egalsfinig goddonansiadudyniansnisn
gnaseanunanaaiufuld ndsntuildaduauiifeiiuds
“packet data”naulUfimpuinesuadsnng LaslA3eUusE Ul
Jasfudenisoiniaves@iselay “packet data” nisyadoya
ADUNILABIAINAIVINITZUUTNURANAR WAYAIUANTTUULERAS
Y & 1 d' 1 1 b2 5 Yo d‘ a

Hal AU Ui aUE wlinluvasiuladansesdusures
dasuweadudulauffnu

aca ~ < PR ) ’~ It U A o

Fsnaae danuduldlain swareuimesvessa@enlylu

A v W A D P

nsmuAuezetesyuutasiudenveiniavesditesilvalagiliie
Yodaedudasiea a Nlannds eralunviesufiRnuvesiade
VROAOUTVINANUNTNINTVRTITELRd VseRNailjouyniudasiea
Tnednasuings “Trapdoor” Fudumdsfiuelslilussuuufufnis
vsakennaAAdU Inhnasuaunsviuvediusunsussuutesiudy
NDINA (N1IATIRABUNTVINNUVBITENUIT WilnTe VI ibeIuey
2 o | v ' a ' & v
Adaluaunsadumauunnsesignunsnldliluzenduasia)
lng“Trapdoor” Ngnldudsianlisnagnivualisumdmsenay
auasrodyalasanis 1wy WeTsUUUTEIIaNaT0IIAITATIY
wudggraudidnnseindfivrvyanisudinovausilagn1sniunu
syuuliwansnalItd i nunsvuiesinlurranaiinivua
Inesosmunuazad UAV Tidendyaiaudidnnselind yanilsasviou
nduldsszuumauiamesniaiiulayg “Trapdoor” e1aidugaiten
1 [y} d' a, < 1 v Y = = 1 [ U
moau ¢ Mdadugemsilamnsanduniediessuuleosiudy
199N IABIIUTTUUNTIFADUNTTANA WAL NS08 H1uTEUU
nsensianuUasndeuddilumuauianIaslneidnsuas
NN UV URAUATEUY

88 UTTNTBIATHIS
|_



Fitanu aseadianedu “Hacker” dhluludiZenazaninso
runueidalvluesoandnveaesetneszuuleaiuienoneludice
Tngldideusiowas “Hack” Whlluszuuriueidan Tnsnuaudsli
“Trapdoor” iWatewns wiifudesidsunnd msuasdudasies
faziinluegludBeieosidunsidonsedriuiadas Ay usf
aliFosiidululally Ssenusenini Sasiealddenedu “Hacker”
i legi@Benummaneduluuga wsetnelwivoseednild
Wiosesuszuulesfufenisomavesdideduiingdeudeld
Jhuszna lidfnegiamiznglufidememmasidu Seilfamedy
annsaufiRnisluiuiduilileidmammsiile “Hack” Wiluly
wptheldarainiu shlinsufoinistuldldtuegfuanudida
¥99 UAV 71fiadds “packet data” agvieundusniiieunsnidng
dadiamaiuiiowdniien fdfreaesuiuannsadousde
doansiuansiadaliiveseeninluiiuiingulugigudysnis
yasnasinenmdasieals lneliisnsdoarsiGendn “Lp”
(Low-probability-of-intercept) Sufiunisdoansfifiannandululésn
ﬁasgﬂﬁﬂﬁ’uﬁmmmﬁ AFUBATIea81ENTATAR PO
fean38u “Covert Communications Network (CCN)” wiazagly
ghugshviunanangeniiada lneidesionisiazgnasanulugiFels
WosyIn

Liazidenlgisnmslaiaunuasetievasszuutesiudy
9e1nAvesdize danudululainfiuensszunaindisngnsis
AnBuduinanansgeluing

mefsufrmumSsuvesmigenim

dasnealaliuuianlusunIunsinswAA L Eun 1IN

zz73n7ai79721a775’| 89



ninaesmmssy Tl ecco varfavigeninisiuingansui
a3nufundausn yufnlgiuesuAyniinvesansgelsnIfewinaIus
fumheUfiRnsfives ilemABnmshaneisnns wazefetigseuy
ammsesuemanlussuuilesiufomsenniafiaseunguuszme
3nlsieendls reuisiulasfvesoudmuaiusinsazSuihgunuih
nsauUNuAn edsusnfunuiiosdsansdu “Hacker”saluifuniing
UftEnmsimudnluludsnieuiiazdsstudilulasi Inglviasdu
“Hacker” i lUpuAuszUUITAIMaslFvesdsn ievimind
“Hack” whlUlussuuesoinevedinannelugiu wagdanisas
Tusunssihsanaevinlinesimesynifegludndsadulunien
fu waglaianunsodyninadld ue wewa w$veosi Tuvnedudnd
wsananAssnay e ruuiou wilidulalunsufdRvesine
UURNsRAYYIEnSTalsNIUINTn wazndimulunaul1ule
fidadluagandumasfnnoufiasnsuaninaindedlu ua
ynsanesi ndrivedinaraunsaiynaesinmesiusnlvalld
yhlszuutesiufomsonamansassadesiulauaidadilulos
Tnsunuduaglinnniaesiuieluiuusnvesmslaufinisenie
“Tuipudndl dndeeanishikiladnesasuasivungsseuy
Hostusomemevesmntiuazyinulilly fossedafuiiaderon
Hudausn whdadrluadudmanednly” domgil derdulaud
Suusnvesanigeninuariusinslsgnadadilulaudfssdadnld
Whvneduguiidasnns wasssuvaniaseduenmes Savili
ResTusUTesEMiIavusTnsUsehugvianelumsilaAdvane
Manan wazdivmsusdugniuuasdn FaduunSeudiddyy
VONGIER

90 |u7§n7‘52'7912fﬁ?5



OO SN EN G B s )

11BN om Uslewn Weanigousmidndasnsuiudsnduads
flaes Apunthilieiesduland veseuiniszasnusnaznyemuinly
auismbsvhasnsulmuasneu lnenawindsh lasuimmihiasedny
poufinmasvesnesvimiidueiodiessuuln uonifuenmeauas
funsegneBaiu gveueynwisnauds FeheeEnudil
wnanldsuiedtetu mnsdinsuunnldfudiue mnsrundus
yesnsEnTInaldiniesnouvthiiassuazGud waziiuvas
Imiideieliansrulameidorulaeasy WhilUluhuesiwieluil

“Thomsamgudimmsnasinansgain
AINANINYINTUNTIUAUB LT IND WY 819143y
vovmnelindhlulugshlueuandilndd mmiShusnis
nowinmseyumautnlViiivideniimasleq fereld
dosumilouriuiinesing weltidonaretrounril
n9naering ludaan sliiAndunsienuviiunionyae
n15909U (I8 YeINa T LA SuneumY
diteavssmsiieiumonislauau Sas ameu uazgnue
siigeq mnvimlsidesmsliiandunsieln 9 Fu nyan
Famslisadamseeuenusiiuinsissulaliogusluii
uasikilioenatiy vimuasmmsvesumITdu v
Uagneamady 9 vesdsnazldsuaniunImnausy
wa"’omﬂuﬁaumlmﬁma?wUmmwﬁyugmmé’a”

zz73n7ai79721a775| 91



U51n93mm383nTnnuunigeteauludiuavesnasinaiisng
Punsturihuindsaduvenesindsn gugwnsgwmdsnunise
syl sainnaulaneuasasinTulingalug s
WNAUVINAUTIY Wenaamasueansgomsnlauslanuing
wanenirefivensadasswatogianduszidounelugiudemali
wsesdusuresansgasmannsalanfnssinviateliognsinenis
PRy P A oA Ay A QU A wua
faensuanilulussuuasotiedeasmamsvedsnieltugimns
a a | v A ~ ~ a
InIneneuntinnainislandluguuuuund

A9ATINENSFRIISNI-BSN SeUNAR UavlugnNIsalndasiea
TuATSednu1IraIInNTY wansliiunisiduselesdannansiy
lauas (Cyber War) ialvin1slaufintammsauguuuufindedu
mensviaedngnmlunistesiuiiesveshedng nsudanis
a a o ' A = = A oA = '
ImInelagltn1seananedwansawnsesiiadulalunisaeasunu
Suwmasits wnunsiuselulanidiunaunting (assdulsaaluUan
FIUIUNIN NATDANMULBELAINIALANIITNNTAMDUNSNIUSEaLE
NBIMaIUBI5NIULT ecce UBNISNSHONINTHALUINILLDUINUU
sonasmasansgasnlaegisls mnsdsnduiulidesmnuluyd
NNURAUINUF LI DD UNYDULNADNDIINBLLSAT)

a P A a ¢ P A wa

nslaufanunasiiedesvesdisenasujiinislulan
lowwesvesansgousnineunihiasiinsdsmdundnlulugsn s
LY} 1 d' LY} Y 9 I d' = 1 = o
F0819U8IN5NNBIVIN 19 “Hacker” 1 JuLAs09dlnvesnaaluni15vin
aspulugUuuuiduaeiuinnnd eglsinu msldlavesay
ot muen1en1sidled NMINe LaEN1INITVBIIRINYIANI
analddndusssanesmenisdusdunszdalanfvedidmms
yniintulansusiognsle

92 UTTNTBIATHIS
|_



milefhodlafiaiihe DDos Web Wer One)
S’ 5 vaA Y aaw v &
walawlly Wulssneamthiigamuadvia whstuussmendn
Inedidlas Wadwi (Tallinn) \HudlowmairwesUszwmea @Uszanssm
&oo,000 AY) NldkenmeanundudasznendiInnIsanaans
vaslgiyn
] = =) = IS U
13U A.A. 00 - oxee WalnLlgndansadlaeuBieasiu
waziloduanulanain b anamlylenidewmilonainuid
walsiedgndnaseaazmunduiudiumivesannmizsdenuas
IpaiseuaniTdgutudisanmsnesinuas (Red Army) Unansse
a a = v A o N A = i
Aouiladledonl iieldlvuniealndeduanudvany veama
) = - i = =~ a6 3
nnIneinuasleien NuanUaseiealaiilennnud eyanisasuiu
o a v . . & Al I v a ¢
AIAVIENDIVINLAN (Bronze Soldier of Tallinn) sNaEMEFMUVIN SRR
(Defense Forces Cemetery of Tallinn)
d' s Y@ a a & v o/ !
Watealaiily Ussniadaludaszdnase anudandesening
rwealale Aurnsadenanduegluealalenisuiuy Weau
dlugluealatonereuaudedydnuallag Avsvendanismn
Wudlewusadessnly seunsguiaealsie sannguunenseusny
VAUEIANYRIMMIIIINEIATIN tHBsanAeeniIsUndemauilsan
YTV harusanelseiRmans edanalvidsugnasiendl
anualzFewny Wi JUTUdSavInasinuadlydenazieignIensy
wazAnnsllenagdagniafeud1geanINgaunsiaalaile
ATTUN ool WY A.AbEEo FoMilanisendt “Bronze
Night” iAnvanvaseniehednmunsiesdludsammsnasinuns
(nauAUEDENeSaTe) wazrheatuayun1sine (nduviteuealay)
Annsngauuauiuauilvilfdedin Ssunaealaile Jelaaiou
dnegutdudsanymsnesinens sanangaunmsealadelunlng

zz73n7ai79721a775’| 93



[

wazladammsunandnungulu sibienisalrediuuuauuliaas

v

winudandauulananuduasiladenisdedivuuulanlsues
aounu

(The Bronze Soldier monument at the Defense Forces Cemetery of Tallinn)

s https://www.atlasobscura.com/places/the-bronze-soldier-of-tallinn-tallinn-estonia

walallglasuiensiudies be U wilasunisengeaindu
dunaswgianaviafiivthigawimiavedan anudusasig 9
Qﬂﬂé’l’;‘muﬁﬂﬁgﬁ e-Society e-Government e-Residency e-Voting etc.
U3n1590ulatlreen1asy Lazn1AeNIU ATEUAGUUNUYNIAYDS
Usgansyruedlalle n1sdnendesulad n1svigsnssusuing
soulatl UnsUssanvudidnvseiind deyamugunimuesdszyvu
gniaiuliegraduszuy vupanid w8

LiiAfundsannignnsal “Bronze Night” U3san Server
filuinseneg Tuealadegnladlaesinisdedveitguiiniy
(Request to send) IMUIUNUIANGAIUIII Server Down AISUSANT
13 9 Undad wazuns Server WSUM&s Ping ihunduauamena
aududng Tlanansaliuinisld suvisssuusgunadidnnseding
liianansaliuinisle Taunnslau@iiGonin DDoS Attack

9q uSnTagars
|_



DDoS “Dustributed-Denial-of-service” Attack 1Junns
Taufnaleiunsaieisnisas “packet data” Usinaumealauily
&1 Server Wvane 1ile Server Whmneldsutoyadiuiumeana
auUsuned Traffic data Tunissudslaiainisviauminunaulsl
anunsalinusinshe Wu lasu E-mail vegdnuummaiudug atu
1189 Server 1Wnung %39n1589 TCP SYN Flood DOS Attack (N3
d Packet TCP/SYN Tagld IP filsifloga3e) vl Server fignlawd
aedldnsanudilunisussananadiuiuinn Wunalinisvieu
laiUn@ #39n1584 Ping of Death Aanisasuiininauuinlrejuinnin
Unidnanies q au Server secsulallm wenaniunslaudinng
lauas “Hacker” Seanunsadufionudutaelan@léddents “Hack”
AeNimsT AL 91adaduAeaslandlneld Malware ds
TUilliTireufinmes vesnudy o ioasnsdu q FaSunussanaies
Aawfiume$Tignils Malware THiflomuandaglunislasf waniud

7 Armhin ‘iRém RAtnat

: l@
Attacke:g \\ -
Controller é e

AslanfkUy DDOS Attack
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Stuxnet Worm Whgszuutaldagnsls

Software : 2 The virus Is controlled from servers InDenmark .z e entm;:

Sahntage i and Malaysla with the help of two Internet f | [ i——

ot X ", addresses, both registered to false names. The virus ekt
b : - Infects some 100,000 computers around the world.

disrupted

Iran's uranium

enrichment program

1 The maliclous comp!

worm probably entered
the computer system
which Is normally cul
from the outside wol

3 Stuxnet spreads 4 The computer worm
through the system until  varles the rotational

at the uranium enri It finds computers speed of the centrifuges.
facility In Natanz via running the Slemens This can destroy the
removable USB memorye: control software Step 7, centrifuges and Impalr
stick. which Is responsible for  uranium enrichment.
regulating the rotational

speed of the centrifuges.

3,936)3,772
in operation
5 The Stuxnet attacks start In June
2009. From this point on, the number

of Inoperative centrifuges Increases 4,756 4,838 4 cqp
sharply.

ottofmralinn

Feb.1, May3L Aug 12 MNov. 2 Jan. 29, May 24
Source: IAEA, ISIS, FAS, World Nuclear Assoclation, FT research 2009 2010

nsfinfinanaliiiuindsu Stuxnet ¥awegials Asudilifieamefiazadrannudeme
agniltduddnsialasinsensiiundusvesdnsiu

fian - https://www.armadainternational.com/2017/10/a-fatal-error-has-occurred/
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fvanenguintufeiiuisnisdehfangssuulaves
1599UTWARYS 9819USN ARDATIEA WMSIVSINTIBIDLANNUINN
o d‘ v U y d' ¥ d' Y = 1 % v
Baungdasnumtdululssnu WelasiedendlrdslasylSala
WS lURPRUR RS UR I M TAT LN ULAS DU B DU D SLTIN
Tuvaiwinwviheuegithy Fullendmihideulasi USB v
Lindnvesialesdaili USB veadmthiidahsadnlume uaziile
Wt ladsulasil UsB faalhsawnlulursuiimesvedlssnu
Stuxnet Worm aziingrayivainesvedlsanu nseudlauineuiiines
A o Py a Savd v v A o Y a
ivualy Famguiusnifigwedndmiing ihhiadiluase q

mumm HOW STUXNET WORKED

l UPDATE FROM SOURCE

Ml — /7= ) — =]

><" R —

=
1. infection 2.search 3. update
Stuxnet enters a system via a USB stick and Stuxnet then checks whether a given If the system ism’t a target,
proceeds to infect all machines running machine is part of the targeted indus- Stuxnet does nothing; if it s,
Microsoft Windows. By brandishing a digital trial control system made by Siemens. the worm attempts to
certificate that seems to show that it comes Such systems are deployed in Iran to access the Internet and
from a reliable company, the worm is able to run high-speed centrifuges that help download a more recent
evade automated-detection systems. to enrich nuclear fuel. version of itself.

Ve
4. compromise 5. control 6. deceive and destroy
The worm then compromises the In the beginning, Stuxnet spies on the Meanwhile, it provides false feed-
target system’s logic controllers, operations of the targeted system. Then it back to outside controllers, ensur-
exploiting “zero day” vulnerabilities- uses the information it has gathered to ing that they won't know what's.
software weaknesses that haven't take control of the centrifuges, making going wrong until it's too late to do
been identified by security experts. them spin themselves to failure. anything about it.

a = S o & 9 A oA MYy ¢
ﬂ'l‘W'ﬂLLﬁﬂﬂﬂ\'iﬂi%U’Juﬂ'ﬁV]E]QLU@JWBJW]?I‘\]&IW@EJ’N@ (lﬂiUﬂ’J’]iJ’é)igLﬂﬁ’lmﬂ’iﬂﬂ IEEE)

i : https://gemserv.com/our-thoughts/stuxnet-the-first-cyber-weapon/
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dudnmsetindlitiulssaus ludlosunmudiu Tlh¥a Stuxnet Worm
agiey A Jaduldliihsaeagnunshunndwnaneteesivianil
Inefitoaiuauunaunulugamasit 1asa Stuxnet Worm gnasa
AT A.A oo WA

OUTBREAK: THE FIRST FIVE VICTIMS OF THE STUXNET WORM

The infamous Stuxnet worm was discovered in 2010, but had been active since at least 2009,
The attack started by infecting five carefully selected organizations

23.06,2009 28,06.2009 07072009 23.03.2010 26,04, 2070 11.05.2010 13.05.2010
®
!
i
b
GLOBAL
EPIDEMIC
Foolad Technic Behpajoch Co. Meda Industrial Control-Gostar Kala Electric,
International Elec & Comp. Group, Jahed Compary, Centrifuge
Enginesring Co, Engineering, IC5 varclor davelopar
1C5 vendaor 1C5 vandar, supplier
THE SOURCE
OF THE GLOBAL

STUXNET EPIDEMIC KﬁsPERSK\fg
g Kasgersky Lah A, 2014

Stuxnet Zero Victims fnuvasuieniinniluihnnegvesenyslauesdun

fisn: https://www.kaspersky.com/blog/stuxnet-victims-zero/6775/

Stuxnet Worm ¥n91ud 1159

Stuxnet Worm anansasihaulfegsfiiden Ae Stuxnet
Worm gnAunuvdsanivhanudemeseinujnsaiveslssy
Juaded dwmsfunuiu Buaniithaensialddnunginssu
Stuxnet Worm Hreunth wuinldgaunsluidnsududuiuann
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